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Virtual interactive training course 

GDPR – DATA PROTECTION OFFICER 

ORGANISATION SHEET 
 

Course 

information 

 The description of the objectives, methodology, content, and target audience 

of this training course can be found on the ATTF website: 

 

https://www.attf.lu/training/gdpr-data-protection-officer-11138 
 

Experts  Mr Shariq Arif has been working in the field of personal data protection since 

2016. He has leveraged upon his experience of over 10 years in Compliance, 

Operational Risk, and Internal Control to set up the personal data protection 

practice at Grant Thornton. He directs several personal data protection 

mandates across a wide cross section of industries. Where Grant Thornton 

Advisory acts as a DPO for clients, Shariq is the physical person communicated 

to national supervisory authorities, including the CNPD. Shariq leads a team 

of consultants that specialise in personal data protection. He has passed the 

Certified Data Protection Officer exam issued by the PECB and is also an ISO 

27001 – Lead implementer. 

 

Mr Jean-Hubert Antoine is a certified CISSP, CISM, C|CISO, CEH, ISO27005 

Risk Manager, ISO27001 Lead Implementer, ITIL V3; Trainer CISSP, PECB 

(ISO27XXX) and Security Awareness. He has more than 25 years of 

experience in IT, and he is a specialist in Cyber-Security. He has more than 

ten years of experience in teaching. 
 

Language  A good command of English is required. 
 

Participants  Maximum 16 participants. 
 

Duration, 

Dates & Time 

 6 sessions of 4 hours each. 

On 30 and 31 May, and 1, 6, 7, and 8 June 2023 

From 10:00 AM to 2:00 PM CET (Luxembourg time) 
 

Platform and 

Technical 

Requirements 

 This training course will be held on the online platform Webex. 

 

To join the course, the participants are required to have: 

• A stable internet connection 

• A device (preferably a PC) with a well-functioning microphone and 

webcam (mandatory to ensure a proper interaction with the trainer 

and the other participants) 

 

In addition, the participants are requested to check in advance with their IT 

department that the IT security policy in their work environment, such as 

firewalls, allows them to access the online platform with microphone and 

webcam without any issues. 
 

Disclaimer  By delivery date, any training documentation shall be subject to regular 

reviews and updates amending the table of content as described in the 

course description linked above. 
 


